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Introduction



Where to start an Information security capability?

There are a lot of information talking about:

•Security
•Computer security
•Information security
•Security code of practices
•Standards
•Information Security Regulations
•Information Security Technology
•Etc.



What are the challenges?

Create a process to help the organization to operate 
without compromise:

•Operations performance

•Information Security 

•Functionality.
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A methodology to implement an

“Information Security Process 
on the Organization”

(ISPO)
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ISPO Documentation Support



ISPO – Basic Set of Documentation
Project Support

PS01 – Request for proposal
PS02 – ISPO Solution proposal
PS03 - Contracts
PS04 – Risk assessment
PS05 – Imporvements required
PS06 – Business continuity plan
PS07 – Improvements proposal
PS08 – ISPO request for proposal



ISPO – Basic Set of Documentation
Deliverables documents
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ISPO – Basic Set of Documentation
Trainig material

TRAxx – Information security training material
TRAyy – Information security awareness material
TRAzz – Information security technology material



Conclusions



Information is along the organization not just in the 
assets.

Information needs to be protected in any form it exists 
along the organization.

Protect the information against new threats is with an 
Information Security Process

To implement the ISPO, it should be implemented as a 
dynamic an evolutionary capability of the organization.

Documentation is critical during the project and the 
production of the ISPO

Conclusions
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