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Tuesday 7:30 - 8:30 8:30 - 9:30 9:45 - 10:45 11:00 - 12:00 12:00 - 12:45 12:45 - 1:45 2:00 - 3:00 3:15 - 4:15
Technical TT-1: Intro to Forensics 101 TT-2: MIPR; The E\(olutlon TT-3: Procgss Capability for TT-4: Best Practices for TT-5: Free Security!
of CERT Operations Information Assurance Secure Development
TE-3: Creating an Effective LUNCH TE-4: Tutorial & Case Study | | TE-5: Tutorial & Case Study
TE-1: Al Techniques TE-2: MVS Security Issues Audit Policy for Oracle Apricot Glazed in Implementing Linux in Implementing Linux
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g : mplement, Lperate & Maintain of Implementing IDS Raspberry Cheesecake Hacker Your First Line of Defense
an Information Security Process Snicker Pie
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TG-1: (|SC)2 Certification Optic Infrastructure to TG-3: HIPAA Final Security Architecture w/ multi-level ’ 9
. Rule Spam
Intrusion IDS
Wednesday 8:00 - 8:30 8:30 - 9:30 9:45 - 10:45 11:00 - 12:00 12:00 - 12:45 12:45 - 1:45 2:00 - 3:00 3:15 - 4:15
WT-1: Cryptographic . Wi WT-3: Web Application . . s .
Technical Methods to Verify the W'[ezs.s\:)vrl]rsell_ees:rhg(;\ls, Security; Risks and WT-g}rI:StrcE)or?;t;?ctlve b Erggt';es?:ni G e
Authenticity of Mobile Agents Concepts of Security Y P y
WE-1: Computer Forensics; | |WE-2: Checkpoint NG VPN /| | WE-3: Checkpoint NG VPN / LUNCH WE-4: How To Write a WE-5: How to Deploy an
How To Conduct a SecureRemote Access Via | | SecureRemote Access Via Deg Szndw\i/ch Buffett K Socalk Sécurity Bolicy IDS Solution for Internet
. ) 3 B arden Veggies eynote Speaker:
CONTINENTAL Cyberspace Autopsy Firewall VPN - | Firewall VPN - II R, y P Hosts
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WM-1: Justify the Return on | | WWN-2: Wireless Network Tossed Garden Salad Jim Christy WM-4: Ethical Hacking: | | WM-5: Risks Considerations
Mana ger Sécurit Investment Security: Technologies, WM-3: The Insider Threat Strawberry Shortcake The Value of Controlled in Developing a Security
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: ) . . WG-3: Online Education in : :
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Intelligence Threats Program - | Program - I
Thursday 8:00 - 8:30 8:30 - 9:30 9:45 - 10:45 11:00 - 12:00 12:00 - 12:45 12:45 - 1:45 2:00 - 3:00 3:15 - 4:15
el e HT-1: Open Source & HT-2: Open Source & Eﬁre-?:rilsrzpllremg fmngggn HT-4: System & Network HT-5: System & Network
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HG-2: AirCERT - Il (invited)
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Tres Leches

Rich Pethia
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Laws - |
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Cryptographic APIs in
Java - |
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Cryptographic APIs in
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