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Sources

1. http://www.cipher-ctf.org/cipher4.php?
edit=0&include=cipher4.php

. http://www.wireshark.org/

. http://www.parosproxy.org/index.shtmil
. http://portswigger.net/proxy/

. http://itso.iu.edu/TCP_Wrappers

. http://lwww.netfilter.org/projects/iptables/i
ndex.html
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